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Obligation to provide information upon collection of personal data from the data subject in accordance with 
Article 13 Para 1, 2 and 4 and Article 21 Para 3 of the Regulation (EU) 2016/679 of the European Parliament 
and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of 
personal data and on the free movement of such data (EU-General Data Protection Regulation (hereinafter: 
“GDPR”).   

Your data privacy is important to us – please read carefully the notice below.  
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Data Protection Information  
The following data protection notice provides an overview regarding the collection and processing of your 
data. 

With the following information, we would like to give you an overview of how we will process your data and of 
your rights according to data privacy laws. The details on what data will be processed and which method will be 
used depend significantly on the services applied for or agreed upon.  

1. Who is responsible for Data Processing & how can I contact them? 

The legal entity responsible is: 

Swisscanto Asset Management International S.A. (Legal department) 
6, route de Trèves 
L-2633 Senningerberg 
Luxembourg 
 
E-Mail: legal@swisscanto.com 
 
As responsible entity we take all legally required measures to protect your personal data.  

Every concerned person can contact us at any time for questions or suggestions in relation to data protection. 
You can contact us by writing to the above mentioned postal address, email or phone.  

2. What Data & Sources do we use? 

We process personal data that we obtain from our clients in the context of our business relationship or from 
their legal representative and employees or when a person contacts us in writing, per email or by phone. We 
also process personal data that we obtain legitimately (e.g. in case of the organisation of a client event, for the 
execution of agreements concluded with clients or service providers or that is legitimately transferred to us by 
other companies within the Zürcher Kantonalbank group. Furthermore, we process personal data that we obtain 
legitimately from publicly accessible sources (e.g. trade register, media). 

Relevant personal data can be:  

Name, professional address/other contact details (email, phone number), gender and optional position within 
the employing entity and job title.  
In the context of our business relationship, in particular through personal, written contact or contact by phone 
other personal data is provided, e.g. information about the contact channel, date, occasion, result, electronic 
copies of the correspondence. 
Special categories of personal data, also known as “sensible data”, e.g. religion, are neither collected nor 
processed. We neither collect personal data from children.  

3. What do we process your data for & on what legal basis? 

We process personal data in accordance with the provisions of the General Data Protection Regulation (GDPR). 

a. For fulfilment of contractual obligations (Art. 6 Para 1b GDPR) 
Data is processed in accordance with the legal agreements with our clients or to carry out pre-contractual 
measures that occur as part of a request from an interested party. The purposes of data processing are primarily 
in compliance with the specific product or service and can include analysis of needs, advice as well as carrying 
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out transactions. You can find other details about the purposes of data processing in the related legal 
documentation.  
 
b. In the context of balancing interests (Art. 6 Para 1f GDPR) 
Where required, we process your data beyond the actual fulfilment of the contract for the purposes of the 
legitimate interests pursued by us or a third party.  
 
Examples of this include: 

• Reviewing and optimizing procedures for needs assessment for the purpose of direct client discussions. 
• Marketing or market and opinion research, unless you have objected to the use of your data. 
• Obtaining personal data from publicly available sources for client acquisition purposes. 
• Measures for business management and further development of services and products. 
• Asserting legal claims and a defence in legal disputes. 
• Prevention and investigation of crimes. 

 
The processing of personal data on the basis of legitimate interests in accordance with Art. 6 para. 1 lit. f GDPR 
only takes place if these interests do not outweigh our obligations to the data subjects. 
 
Examples of this include: 

• Improving our products and services. 
• Carrying out internal analyses to optimise business processes 
• Direct advertising, provided you have not objected to this. 

 
We undertake to inform all data subjects transparently about the purposes of this processing and to protect their 
rights. 
 
c. As a result of your consent (Art. 6 Para 1a GDPR) 
As long as you have granted us consent to process your personal data for certain purposes (e.g. reception of our 
newsletter), this processing is lawful on the basis of your consent. If a consent was given it can be withdrawn at 
any time. This also applies to the withdrawal of your consent given to us before the entry into force of GDPR, i.e. 
before May 25, 2018. Please note that such withdrawal is only valid for the future. The withdrawal of consent 
does not affect the legality of data processed prior to it.  
 
d. Due to legal provisions or in the public interest (Art. 6 Paras 1c & 1e GDPR)  
Moreover, as a management company to investment funds we are subject to various legal obligations, meaning 
legal and regulatory requirements (e.g. law about undertakings for collective investments, anti-money 
laundering, CSSF regulation and circulars, tax laws) and supervisory guidelines (e.g. from the CSSF). The purposes 
of processing include identity checks, fraud and money laundering prevention, fulfilling control and reporting 
obligations under financial regulation, and measuring and managing risks within the Zürcher Kantonalbank 
group.  

4. Who receives your data? 

We will share your personal data with other entities within the Zürcher Kantonalbank group where required to 
fulfil our contractual and legal obligations. We will also transfer your personal data to service providers and 
agents appointed by us for the relevant purposes, subject to maintaining applicable data protection rules. These 
companies include fund administrator services, advisors and consultants, and distributors and marketers.  
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We may transfer your personal data if you have given your consent or if legal or regulatory requirements demand 
it to the following external recipients:  

• public entities and institutions (e.g. financial authorities, law enforcement authorities) upon providing 
a legal or regulatory obligation. 

• other credit and financial service institutions or comparable institutions in order to carry out a business 
relationship with you (depending on the agreement, e.g. correspondent banks, custodian banks, 
brokers, stock exchanges).  

Other recipients may be those for which you have given us your consent to transfer personal data to.  

5. Will data be transferred to a third country or an international organization? 

Data transfers to legal entities in states outside the European Union (known as third countries) takes place so 
long as:  

• it is necessary for the purpose of carrying out your orders (e.g. payment and securities orders), 
• it is required by law (e.g. reporting obligations under financial regulation), or 
• you have granted us your consent. 

In case of a data transfer to Switzerland the European Commission has taken an adequacy decision confirming in 
accordance with Article 13 Para. 1f GDPR that the data protection level is sufficient. There are no other special 
safeguards necessary within the meaning of Article 45 GDPR.  

In addition, we take appropriate measures in accordance with Art. 46 GDPR when transferring personal data to 
third countries. 

These include 

• Standard Contractual Clauses (SCCs): The use of contractual clauses approved by the European 
Commission to ensure an adequate level of data protection. 

• Supplementary technical measures: The use of encryption, anonymisation or pseudonymisation to 
provide additional protection for personal data. 

• Regular review: Evaluation of the level of data protection in third countries and the practices of 
recipients. 

Data is only transferred if the legal and technical requirements are fully met. 

6. For how long will your data be stored? 

We will process and store your personal data for as long as it is necessary in order to fulfil our contractual, legal 
and regulatory obligations. Please note that our business relationship is a long-term obligation, which is set up 
for an indefinite period of time. 

We will delete data provided that the data is no longer required in order to fulfil contractual, legal or regulatory 
obligations, unless legal or regulatory record keeping obligations apply.  

7. What data privacy rights do you have? 

Every data subject has in relation to their personal data:  

• the right of access - according to Article 15 of the GDPR. 
• the right to rectification - according to Article 16 of the GDPR. 
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• the right to erasure - according to Article 17 of the GDPR. 
• the right to restrict processing - according to Article 18 of the GDPR. 
• the right to object - according to Article 21 of the GDPR. 
• the right to data portability - according to Article 20 of the GDPR.  

If applicable, you also have the right to make a complaint to the competent data protection authority (Art. 77 
GDPR).  

You can withdraw your consent granted to us for the processing of your personal data at any time. This also 
applies to withdrawing consent that was granted to us before May 25, 2018, the entry into force of the GDPR. 
Please note that such withdrawal only applies for the future. Processing that was carried out before the 
withdrawal was notified will not be affected. 

Furthermore, we would like to emphasise the steps required to exercise these rights: 

• Right to restriction of processing: If you request the restriction of the processing of your data, we will 
examine the request in accordance with Art. 18 GDPR and temporarily suspend processing until the case 
has been clarified. 

• Procedure for exercising rights: Requests can be sent to us in writing or by e-mail at any time. We will 
confirm receipt within 5 working days and process the request within the statutory period of one month. 

8. Am I obliged to provide data? 

In the context of our relationship, you must provide all personal data required for accepting and carrying out a 
business relationship and the fulfilment of the relevant contractual obligations or that we are legally obliged to 
collect. Without this data, we are, in principle, not in a position to enter into a legal agreement with you. 

In particular, anti-money laundering regulations require us to identify you on the basis of your identification 
documents before establishing a business relationship and to collect and put on record name, place and date of 
birth, nationality, address and identification details for this purpose. In order for us to be able to comply with 
these legal obligations, you must provide us with the necessary information and documents in accordance with 
the applicable anti-money laundering regulations, and to immediately disclose any changes over the course of 
our relationship. If you do not provide us with the necessary information and documents, we cannot enter into 
or continue the business relationship. 

9. To what extent does Swisscanto Asset Management International S.A. use automated decision making? 

We generally do not use any fully automated decision-making pursuant to Art. 22 GDPR. 

10. May the present data privacy protection notice be amended? 

The present data privacy notice may be subject to changes in case of legal or regulatory changes or in case of 
changes in the provided service or data processing. Please visit our website regularly in order to be informed of 
such changes of the content of the data privacy notice.  

11. Where do you find the data privacy notice? 

The data privacy notice will be available as PDF-document on our website 
https://www.swisscanto.com/int/en/legal/data-protection/privacy-policy-statement.html free of charge. 

12. reference to cookie policy 
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The processing of data in connection with cookies and tracking technologies on our website is described in our 
separate cookie and tracking policy. This can be viewed at any time on our website at 
https://www.swisscanto.com/int/en/legal/data-protection/cookie-policy.html. 

13. Profiling and automated decision-making 

If tools for automated decision-making or profiling are used in the future, we undertake to inform data subjects 
transparently in advance about the use of these technologies, the underlying logic and the significance and 
effects of such processing. 
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Information on your right to object in accordance with Art. 21 GDPR 

On grounds relating to your particular situation, you shall have the right to object to the processing of your 
personal data at any time, in line with Art. 6 Para 1e GDPR (data processing in the public interest) and Art. 6 Para 
1f GDPR (data processing based on balancing interests).  

If you object to the processing of your personal data we will stop processing it unless we can give evidence of 
mandatory, legitimate reasons for processing, which outweigh your interests, rights, and freedom, or processing 
serves the enforcement, exercise, or defence of interests. Please note, that in such cases we will not be able to 
provide further services and maintain a business relationship. 

The objection does not need to be made in a particular form. However, it should be addressed to: 
 
Swisscanto Asset Management International S.A. (Legal department) 
6B, route de Trèves 
L-2633 Senningerberg 
Luxembourg 
 
E-Mail: legal@swisscanto.com 
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